|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ***Nazwa dokumentu: „System Obsługi Adwokatury (e-SOA) 2.0” – wnioskodawca: Prezes Naczelnej Rady Adwokackiej, beneficjent: Naczelna Rada Adwokacka*** | | | | | |
| **Lp.** | **Organ wnoszący uwagi** | **Jednostka redakcyjna, do której wnoszone są uwagi** | **Treść uwagi** | **Propozycja zmian zapisu** | **Odniesienie do uwagi** |
| **1** | **MC** | 2.1. Cele i korzyści wynikające z projektu  Cel - 1 | W śród powodów podjęcia projektu wskazuje się m.in.: brak wysokiego zabezpieczenia  dotyczącego zgodności z przepisami dot.  RODO oraz brak zabezpieczenia dotyczącego  zgodności z przepisami dot. ochrony osób  fizycznych w związku z przetwarzaniem  danych osobowych (RODO). Jednocześnie w celach projektu brakuje obecnie zapisów wskazujących na budowę i wdrożenie systemu dającego gwarancje zgodności z przepisami RODO. | Zbudowanie i wdrożenie Systemu Obsługi Adwokatury (e-SOA) 2.0 dedykowanego dla Naczelnej Rady Adwokackiej, Okręgowych Rad Adwokackich, Członków Adwokatury oraz Studentów prawa zwiększającego możliwości funkcjonalne, komfort użytkowania platformy (UX), dającego gwarancje zgodności z przepisami RODO oraz poziom cyberbezpieczeństwa. |  |
| **2** | **MC** | 2.1. Cele i korzysci wynikające z projektu  Korzyści | W wskazywanych korzyściach związanych z wdrożeniem Systemu Obsługi Adwokatury (e-SOA) 2.0 brakuje tych dotyczących RODO. | Podniesienie poziomu jakości, łatwości dostępu, przejrzystości,  kompleksowości i użyteczności oraz funkcjonalności Systemu Obsługi  Adwokatury (e-SOA) 2.0 zgodnie z wymaganiami w obszarze  cyberbezpieczeństwa oraz UX, zapewnienie zgodności systemu z przepisami RODO |  |
| **3** | **MC** | 5.2. Ryzyka wpływające na utrzymanie efektów | W ryzykach wpływających na utrzymanie efektów wskazuje się m.in. na ryzyko związane z  niepowołanym dostępem do danych  osobowych tj. utratą poufności ale to ryzyko może również dotyczyć pozostałych atrybutów tj. .dostępności np. poprzez niedziałanie systemu jak i integralności np. poprzez nieuprawnione zmodyfikowanie danych zawartych w systemie. W tym zakresie wymaga ponownej analizy siła odziaływania, prawdopodobieństwo wystąpienia jak i sposoby zarządzania ryzykiem w odniesieniu do wskazywanych powyżej ryzyk i atrybutów danych osobowych podlegające ochronie. |  |  |